
Empowering national security: CPX and 
ThreatQuotient collaborate to strengthen UAE’s 
cyber threat intelligence

Overview 
Industry: Technology 
Partner since: 2023 

CPX location: Abu Dhabi, United Arab 
Emirates

Objective 
CPX partnered with ThreatQuotient to 
enhance its Cyber Threat Intelligence 

(CTI) services, improving detection, 
response, and proactive defense 

strategies.

Partnership 
CPX and ThreatQuotient are 

partnering to develop an advanced 
Cyber Threat Intelligence (CTI) Service 

to monitor and understand cyber 
threats in the UAE. By combining 

ThreatQuotient’s intelligence platform 
with CPX’s services, they aim to help 
organizations mitigate threats and 

achieve cyber resilience.

Outcome 
• Customized threat intelligence 

services for clients in the UAE 
• Leading expertise in tracking and 

investigating the UAE attack 
landscape

THREATQTM AND CPX
Technology Segment: Threat Intelligence

PARTNER SOLUTION OVERVIEW — THREAT INTELLIGENCE

THREATQ BY THREATQUOTIENTTM

The ThreatQuotient solutions make security operations more efficient and 
effective. The ThreatQ data-driven threat intelligence platform is both open 
and extensible, supporting the integration of disparate security technologies 
into a single security infrastructure, automating actions and workflows so that 
tools and people can work in unison. Empowered with continuous 
prioritization based on their organization’s unique risk profile, security teams 
can focus resources on the most relevant threats, and collaboratively 
investigate and respond with the aim of taking the right actions faster.

CPX CYBER MANAGED SERVICES

In today’s interconnected world, cybersecurity is a top business priority, 
especially for organizations operating in critical sectors. As cyber threats 
become more sophisticated and frequent, staying ahead requires robust 
threat intelligence and proactive defense strategies. CPX, a leading provider of 
cybersecurity solutions based in Abu Dhabi, and ThreatQuotient, a prominent 
threat intelligence platform, have joined forces to bolster the UAE’s cyber 
resilience capabilities.

CPX provides end-to-end cybersecurity services to ensure organizations are 
compliant with stringent cybersecurity standards, and accelerates cyber 
maturity with robust cyber resilience services and solutions. Meanwhile, 
ThreatQuotient is a leading threat intelligence platform that transforms 
security operations through the fusion of disparate data sources, tools, and 
teams, accelerating threat detection, investigation and response (TDIR).

INTEGRATION  
HIGHLIGHTS



ABOUT CPX HOLDING
CPX, headquartered in Abu Dhabi, is a leading provider of 
digital-first cybersecurity solutions and services. 
Established in 2022, CPX protects public and private 
sector organizations with customized solutions that 
reduce the risk of sophisticated cyberattacks. We provide 
clients and partners with end-to-end cybersecurity 
capabilities to ensure compliance with stringent 
cybersecurity standards and accelerate their cyber 
maturity. Learn more at www.cpx.net. 
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ABOUT THREATQUOTIENTTM

ThreatQuotient transforms security operations through 
the fusion of disparate data sources, tools, and teams, 
accelerating threat detection, investigation and response 
(TDIR). Their data-driven threat intelligence platform 
facilitates teams in prioritizing, automating, and 
collaborating on security incidents, refining decision-
making processes and resource utilization. By integrating 
existing processes and technologies, they create a 
cohesive workspace, minimizing noise, pinpointing key 
threats, and enabling precise process automation with 
high-quality data. 

CYBER THREAT INTELLIGENCE PLATFORM

The partnership between CPX and ThreatQuotient centers around developing a cutting-edge Cyber Threat Intelligence 
(CTI) big data platform. This platform is dedicated to monitoring and understanding cyber threats targeting critical 
sectors within the UAE and the national threat landscape. By integrating ThreatQuotient’s advanced threat intelligence 
capabilities with CPX’s Cyber Managed Services, the collaboration aims to empower organizations to effectively mitigate 
threats and achieve cyber resilience.

ADDRESSING CYBERSECURITY CHALLENGES TOGETHER

CPX wanted to enhance its CTI services to further fortify its cybersecurity service offerings. The organization collaborated 
with ThreatQuotient to integrate advanced threat intelligence for enhanced detection and response capabilities, and 
proactive cyber defense strategies, including threat hunting and vulnerability management. The collaboration has helped 
CPX better manage and analyze a growing volume of threat intelligence to provide actionable insights through its 
Security Operations Centers (SOCs).

JOINT OUTCOMES

The collaboration between CPX and ThreatQuotient has yielded significant outcomes:

• Customized threat intelligence: Since the ThreatQ platform is open, CPX is able to adapt collection, research, 
analysis, and reporting driven by client requests. This customized CTI service allows them to share the right 
intelligence at the right time and to the right tools based on the client’s environment, industry, or interest, so clients 
can transform their security posture to be more proactive.

• Expertise in the UAE cyber landscape: CPX unifies legacy data, supports regulatory compliance, and delivers robust 
monitoring and protection against cyberattacks. The collaboration and visualization enabled by the ThreatQ 
platform has positioned CPX as an integrated cybersecurity provider capable of supporting mature defense plans 
against the rapidly evolving threat landscape.

Through their collaboration, CPX and ThreatQuotient have established a unique partnership that significantly enhances 
the UAE’s cyber threat intelligence capabilities. By integrating advanced cybersecurity services with robust threat 
intelligence solutions, the two organizations can provide proactive defense strategies for critical sectors. This partnership 
underscores the commitment to empowering national security and addressing the dynamic challenges of the cyber 
threat landscape.
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